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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68061990][bookmark: _Toc68061992][bookmark: _Toc51834797][bookmark: _Toc47592710][bookmark: _Toc45193078][bookmark: _Toc36191988][bookmark: _Toc27894908][bookmark: _Toc20204216]4.15.6.4	Set a chargeable party at AF session setup


Figure 4.15.6.4-1: Set the chargeable party at AF session set-up
1.	When setting up the connection between an ASP sponsoring a session and the UE, the ASP may communicate with the AF to request to become the chargeable party for the session to be set up by sending a Nnef_ChargeableParty_Create request message (AF Identifier, UE address, Flow description(s), Sponsor Information, Sponsoring Status, Background Data Transfer Reference ID) to the NEF, The Sponsoring Status indicates whether sponsoring is started or stopped, i.e. whether the 3rd party service provider is the chargeable party or not. The Background Data Transfer Reference ID parameter identifies a previously negotiated transfer policy for background data transfer as defined in clause 4.16.7. The NEF assigns a Transaction Reference ID to the Nnef_ChargeableParty_Create request.
2.	The NEF authorizes the AF request to sponsor the application traffic and stores the sponsor information together with the AF Identifier and the Transaction Reference ID. If the authorisation is not granted, step 2 is skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
NOTE:	Based on operator configuration, the NEF may skip this step. In this case the authorization is performed by the PCF in step 3.
[bookmark: OLE_LINK8]3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request message and provides IP filter information or Ethernet filter information, sponsored data connectivity information (as defined in TS 23.203 [24]503[20]), Background Data Transfer Reference ID (if received from the AF) and Sponsoring Status (if received from the AF) to the PCF.
4.	The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized. If the request is not authorized, NEF responds to the AF in step 5 with a Result value indicating that the authorization failed.
5.	The NEF sends a Nnef_ChargeableParty_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
[bookmark: _Toc68061991][bookmark: _Toc51834796][bookmark: _Toc47592709][bookmark: _Toc45193077][bookmark: _Toc36191987][bookmark: _Toc27894907][bookmark: _Toc20204215]4.15.6.5	Change the chargeable party during the session


Figure 4.15.6.5-1: Change the chargeable party during the session
1.	For the ongoing AF session, the AF may send a Nnef_ChargeableParty_Update request message (AF Identifier, Transaction Reference ID, Sponsoring Status, Background Data Transfer Reference ID) to the NEF. The Sponsoring Status indicates whether sponsoring is enabled or disabled, i.e. whether the 3rd party service provider is the chargeable party or not. The Background Data Transfer Reference ID parameter identifies a previously negotiated transfer policy for background data transfer as defined in clause 4.16.7. The Transaction Reference ID provided in the Change chargeable party request message is set to the Transaction Reference ID that was assigned, by the NEF, to the a Nnef_ChargeableParty_Create request.
2.	The NEF authorizes the AF request of changing the chargeable party. If the authorisation is not granted, step 3 is skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
NOTE:	Based on operator configuration, the NEF may skip this step. In this case the authorization is performed by the PCF in step 3.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides IP filter information or Ethernet filter information, sponsored data connectivity information (as defined in TS 23.203 [24] 503[20]), Background Data Transfer Reference ID (if received from the AF) and Sponsoring Status (if received from the AF) to the PCF.
4.	The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized. If the request is not authorized, NEF responds to the AF in step 5 with a Result value indicating that the authorization failed.
5.	The NEF sends a Nnef_ChargeableParty_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
4.15.6.6	Setting up an AF session with required QoS procedure


Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s), QoS reference, (optional) Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order)) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The AF may in addition provide the following parameters: Requested 5GS delay, Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional).
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]503[20]).
[bookmark: OLE_LINK59][bookmark: OLE_LINK58]	If a Requested 5GS delay is provided by the AF and if the UE-residence-time is provided by PCF, the NEF calculates a Requested PDB by subtracting the UE-residence-time from the Requested 5GS delay. The NEF sends the Requested PDB, Requested GFBR, Requested MFBR, Burst Size, and Time domain and the TSC Assistance Container (including flow direction, Periodicity, Burst Arrival Time) to the PCF.
4.	The PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
[bookmark: OLE_LINK63][bookmark: OLE_LINK62]	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Requested PDB, Requested GFBR, Requested MFBR or Burst Size, then the PCF sets the PDB and MDBV according to the received Requested PDB and Burst Size received from the NEF. It also sets the GFBR and MFBR according to requested values sent by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.

[bookmark: _Toc68061993][bookmark: _Toc51834798][bookmark: _Toc47592711][bookmark: _Toc45193079][bookmark: _Toc36191989]4.15.6.6a	AF session with required QoS update procedure


Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS reference], [Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order)]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may in addition provide the following parameters: Requested 5GS delay, Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional).
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24] 503[20]).
	If a Requested 5GS delay is provided by the AF and if the UE-residence-time is provided by PCF, the NEF calculates a Requested PDB by subtracting the UE-residence-time from the Requested 5GS delay. The NEF sends the Requested PDB, Requested GFBR, Requested MFBR, Burst Size, and Time domain and the TSC Assistance Container (including flow direction, Periodicity, Burst Arrival Time) to the PCF.
4.	The PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Requested PDB, Requested GFBR, Requested MFBR or Burst Size, then the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the NEF. It also sets the GFBR and MFBR according to the requested values provided by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.

[bookmark: _Toc68061994][bookmark: _Toc51834799][bookmark: _Toc47592712][bookmark: _Toc45193080]4.15.6.7	Service specific parameter provisioning
This clause describes the procedures for enabling the AF to provide service specific parameters to 5G system via NEF.
The AF may issue requests on behalf of applications not owned by the PLMN serving the UE.
NOTE 1:	In the case of architecture without CAPIF support, the AF is locally configured with the API termination points for the service. In the case of architecture with CAPIF support, the AF obtains the service API information from the CAPIF core function via the Availability of service APIs event notification or Service Discover Response as specified in TS 23.222 [54].
The AF request sent to the NEF contains the information as below:
1)-	Service Description.
	Service Description is the information to identify a service the Service Parameters are applied to. The Service Description in the AF request can be represented by the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External aApplication iIdentifier.
2)	Service Parameters.
	Service Parameters are the service specific information which needs to be provisioned in the Network and delivered to the UE in order to support the service identified by the Service Description.
3)	Target UE(s) or a group of UEs.
	Target UE(s) or a group of UEs indicate the UE(s) who the Service Parameters shall be delivered to. Individual UEs can be identified by GPSI, or an IP address/Prefix or a MAC address. Groups of UEs can be identified by an External Group Identifiers as defined in TS 23.682 [23]. If identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall be delivered to any UEs using the service identified by the Service Description.
The NEF authorizes the AF request received from the AF and stores the information in the UDR as "Application Data". The Service Parameters are delivered to the targeted UE by the PCF when the UE is reachable.
Figure 4.15.6.7-1 shows procedure for service specific parameter provisioning. The AF uses Nnef_ServiceParameter service to provide the service specific parameters to the PLMN and the UE.


Figure 4.15.6.7-1: Service specific information provisioning
1.	To create a new request, the AF invokes an Nnef_ServiceParameter_Create service operation.
	To update or remove an existing request, the AF invokes an Nnef_ServiceParameter_Update or Nnef_ServiceParameter_Delete service operation together with the corresponding Transaction Reference ID which was provided to the AF in Nnef_ServiceParameter_Create response message.
	The content of this service operation (AF request) includes the information described in clause 5.2.6.11.
2.	The AF sends its request to the NEF. The NEF authorizes the AF request. The NEF performs the following mappings:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the External Application Identifier into the corresponding Application Identifier known in the core network.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
	(in the case of Nnef_ServiceParameter_Create): The NEF assigns a Transaction Reference ID to the Nnef_ServiceParameter_Create request.
3.	(in the case of Nnef_ServiceParameter_Create or Update): The NEF stores the AF request information in the UDR as the "Application Data" (Data Subset setting to "Service specific information") together with the assigned Transaction Reference ID.
	(in the case of Nnef_ServiceParameter_delete): The NEF deletes the AF request information from the UDR.
4.	The NEF responds to the AF. In the case of Nnef_ServiceParameter_Create response message, the response message includes the assigned Transaction Reference ID.
If the UE is registered to the network and the PCF performs the subscription to notification to the data modified in the UDR by invoking Nudr_DM_Subscribe (AF service parameter provisioning information, SUPI, Data Set setting to "Application Data", Data Subset setting to "Service specific information") at step 0, the following steps are performed:
5.	The PCF(s) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
NOTE 2:	PCF does not have to subscribe for each UE the application specific information, e.g. if PCF has already received the application specific information for a group of UE or for a DNN by a subscription of other UE. The same application specific information is delivered to every UE in a group or a DNN.
6.	The PCF initiates UE Policy delivery as specified in clause 4.2.4.3.

* * * * Next change * * * *
[bookmark: _Toc68061997]4.15.6.9.1	General
Access and mobility policies may be modified due to several inputs including the AF as described in clause 4.16.2. Clause 4.15.6.9 describes the procedures for triggering such modifications in scenarios belonging to "case B" of clause 4.16.2.0 that are initiated by the AF.
The following cases can be distinguished:
-	AF requests targeting an individual UE (identified by its SUPI or GPSI) without conditions related to the application traffic; these requests are routed (by the AF or by the NEF) to the PCF for the UE as described in clause 5.1.1.2 in TS 23.503 [20] This case is described in clause 4.15.6.9.2.
-	AF requests targeting an individual UE (identified by its GPSI), a group of UEs (identified by an Internal Group Identifier or an External Group Identifier), any UE accessing a combination of DNN and S-NSSAI, or all UEs using an application identified by an External Aapplication Iidentifier. This case is described in clause 4.15.6.9.3. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. The PCF(s) receive a corresponding notification if they had subscribed to the creation / modification / deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is further described in clause 4.15.6.9.3. The AF is not aware if the target UEs are with or without an already established AM Policy Association and with or without ongoing PDU Sessions.

* * * * Next change * * * *
[bookmark: _Toc68061999]4.15.6.9.3	Processing AF requests to influence AM policies
With this procedure, the AF can provide its AM Policy related request (for one or multiple UEs) at any time.


Figure 4.15.6.9.3: Handling an AF request to influence AM Policy
This procedure concerns only non-roaming scenarios, i.e. to cases where the involved entities serving the UE (i.e. AF, NEF, PCF, BSF, UDR, AMF) belong to the home PLMN, or the AF belongs to a third party with which the home PLMN has an agreement.
The PCF for the UE and the PCF for the PDU Session can be the same entity, then steps 6a, 6b, 7a, and 7c are not performed, while step 7b is performed by that entity.
1.	AM Policy Association establishment as described in clause 4.16.1.
2. The PCF for the UE subscribes to policy data related to AM influence (Data Set = Application Data; Data Subset = AM influence information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI).
[bookmark: OLE_LINK73]3a.	To create a new request, the AF provides "AM influence information" data to the NEF using the Nnef_AMInfluence_Create service operation (together with the AF identifier and potentially further inputs as specified in clause 5.2.6.23.2), including a target (one UE identified by SUPI or GPSI, a group of UEs identified by an External Group Identifier, or all UEs, noting that the "all UEs" option is applicable only if an External Application IDdentifier is also provided), an optional indication of target application traffic (DNN, S-NSSAI, and optionally an External Application IDdentifier), and requirements related to AM policy (e.g. service coverage requirements, throughput requirements). The request contains also an AF Transaction Id and may contain a timer on how long this policy shall last, in which case the system behaviour upon expiration of this timer is as specified in TS 23.503. If with this request the AF subscribes to events related with access and mobility management policies, the AF indicates also where it desires to receive the corresponding notifications. To update or remove an existing request, the AF invokes an Nnef_AMInfluence_Update or Nnef_AMInfluence_Delete service operation providing the corresponding AF Transaction Id.
3b.	The NEF stores, updates, or removes the policy data of step 3a in the UDR, having translated any External Group Identifier to an Internal Group Identifier and any GPSI to a SUPI.
3c.	The UDR informs the NEF about the result of the operation of step 3b.
3d.	The NEF informs the AF about the result of the Nnef_AMInfluence operation performed in step 3a.
NOTE 1:	Steps 1, 2, and 3 can occur in any order.
4.	The UDR notifies the PCF(s) that have a matching subscription (from step 2) about the data stored, updated, or removed in step 3. If matching entries already existed in the UDR when step 3b is performed, this shall be immediately reported to the PCF. The PCF may check that an SM Policy association is established for the SUPI, DNN,S-NSSAI then subscribe to the SMF to Policy Control Request Trigger to detect the application traffic that triggers the allocation of a service area coverage or an allocation of RFSP index value, then steps 8 follows.
5.	A PDU session may be established by the UE as described in clause 4.3.2, including the registration of the PCF for the PDU Session to the BSF as the PCF that manages this PDU Session providing as inputs the UE SUPI/GPSI, the UE address, and the DNN, S-NSSAI.
NOTE 2:	Step 5 can occur any time after step 1 and before step 6b.
6a.	The PCF for the UE may search the PCF for the PDU Session using Nbsf_Management_Subscribe with SUPI and (DNN, S-NSSAI) as parameters.
6b.	The BSF provides to the PCF for the UE the identity of the PCF for the PDU Session and the UE address for the requested SUPI and (DNN, S-NSSAI) combination via an Nbsf_Management_Notify operation. If a matching entry already exists in the BSF when step 6a is performed, this shall be immediately reported to the PCF for the UE.
7a.	The PCF for the UE may subscribe to the PCF for the PDU Session for the "application traffic start/stop" event (see TS 23.503 [20] clause 6.1.3.18), providing the UE address and the Application IDdentifier(s) and request notifications on start/stop of application traffic detected in a Npcf_PolicyAuthorization_Subscribe request.
7b.	Application traffic start/stop detection is performed as described in steps 6 and 7 of Figure 4.16.14.2-1.
7c.	The PCF for the PDU Session notifies the PCF for the UE about the detected application traffic start/stop event using Npcf_PolicyAuthorization_Notify.
8.	The PCF takes a policy decision and then it may initiate an AM Policy Association Modification procedure initiated by the PCF for the UE may be performed as described in clause 4.16.2.2. If the AF has subscribed to access and mobility management related events. i.e. request for service area coverage outcome in step 3, then the PCF reports the event (i.e. outcome of the request for service area coverage) to the AF as described in clause 4.16.2.2.
* * * * Next change * * * *
[bookmark: _Toc68062362][bookmark: _Toc51835142][bookmark: _Toc47593055][bookmark: _Toc45193423][bookmark: _Toc36192310][bookmark: _Toc27895213]5.2.6.2.2	Nnef_EventExposure_Subscribe operation
Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
Inputs, Required: (Set of) Event ID(s) as specified in clause 4.15.3.1 or Npcf_PolicyAuthorization_Notify and Naf_EventExposure_Subscribe service operation, Target of Event Reporting (GPSI, SUPI, External Group Identifier, or Internal Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), MTC Provider Information.
Inputs, Optional: Event Filter, (set of) External Application Identifier(s), Subscription Correlation ID (in the case of modification of the event subscription), Expiry time.
Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if available (see clause 4.15.1).

* * * * Next change * * * *
[bookmark: _Toc68062391][bookmark: _Toc51835171][bookmark: _Toc47593084][bookmark: _Toc45193452][bookmark: _Toc36192339][bookmark: _Toc27895242][bookmark: _Toc20204543]5.2.6.7.2	Nnef_TrafficInfluence_Create operation
Service operation name: Nnef_TrafficInfluence_Create
Description: Authorize the request and forward the request for traffic influence.
Inputs, Required: AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs, Optional: The address (IP or Ethernet) of the UE if available, GPSI if available, DNN if available, S-NSSAI if available, External Group Identifier if available, External aApplication iIdentifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication of traffic correlation, Indication of application relocation possibility, Indication of UE IP address preservation, Early and/or late notifications about UP path management events, Temporal validity condition, Spatial validity condition, User Plane Latency Requirements as described in TS 23.501 [2], clause 5.6.7.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

* * * * Next change * * * *
[bookmark: _Toc68062394][bookmark: _Toc51835174][bookmark: _Toc47593087][bookmark: _Toc45193455][bookmark: _Toc36192342][bookmark: _Toc27895245][bookmark: _Toc20204546]5.2.6.7.4A	Nnef_TrafficInfluence_Get operation
Service operation name: Nnef_TrafficInfluence_Get
Description: Get the current traffic influence parameters.
Inputs, Required: AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs, Optional: The address (IP or Ethernet) of the UE if available, GPSI if available, DNN if available, S-NSSAI if available, External Group Identifier if available, External aApplication iIdentifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information.
Outputs, Required: Operation execution result indication, requested data.
Outputs, Optional: None.

* * * * Next change * * * *
[bookmark: _Toc68062413][bookmark: _Toc51835193][bookmark: _Toc47593106][bookmark: _Toc45193474][bookmark: _Toc36192361][bookmark: _Toc27895263][bookmark: _Toc20204563]5.2.6.11.2	Nnef_ServiceParameter_Create operation
Service operation name: Nnef_ServiceParameter_Create
Description: The consumer stores service specific parameters in the UDR via the NEF.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Inputs, Required: Service Descriptor (e.g. the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External aApplication iIdentifier)
Inputs, Optional: Service Parameters and Target UE identifiers (e.g. the address (IP or Ethernet) of the UE if available, GPSI if available, External Group Identifier if available)
If identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall correspond to any UEs using the service identified by the Service Description.
Outputs, Required: Transaction Reference ID, operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc68062414][bookmark: _Toc51835194][bookmark: _Toc47593107][bookmark: _Toc45193475][bookmark: _Toc36192362][bookmark: _Toc27895264][bookmark: _Toc20204564]5.2.6.11.3	Nnef_ServiceParameter_Update operation
Service operation name: Nnef_ServiceParameter_Update
Description: The consumer updates service specific parameters in the UDR via the NEF.
Inputs, Required: Service Descriptor (e.g. the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External aApplication iIdentifier), Transaction Reference ID.
Inputs, Optional: Service Parameters and Target UE identifiers (e.g. the address (IP or Ethernet) of the UE if available, GPSI if available, External Group Identifier if available).
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc68062415][bookmark: _Toc51835195][bookmark: _Toc47593108][bookmark: _Toc45193476][bookmark: _Toc36192363][bookmark: _Toc27895265][bookmark: _Toc20204565]5.2.6.11.4	Nnef_ServiceParameter_Delete operation
Service operation name: Nnef_ServiceParameter_Delete
Description: The consumer deletes service specific parameters from the UDR via the NEF.
Inputs, Required: Service Descriptor (e.g. the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External aApplication iIdentifier), Transaction Reference ID.
Inputs, Optional: Target UE identifiers (e.g. the address (IP or Ethernet) of the UE if available, GPSI if available, External Group Identifier if available).
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc68062416][bookmark: _Toc51835196][bookmark: _Toc47593109][bookmark: _Toc45193477][bookmark: _Toc36192364][bookmark: _Toc27895266][bookmark: _Toc20204566]5.2.6.11.5	Nnef_ServiceParameter_Get operation
Service operation name: Nnef_ServiceParameter_Get
Description: The consumer retrieves service specific parameters in the UDR via the NEF.
Inputs, Required: Service Descriptor (e.g. the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External aApplication iIdentifier).
Inputs, Optional: Service Parameters and Target UE identifiers (e.g. the address (IP or Ethernet) of the UE if available, GPSI if available, External Group Identifier if available).
Outputs, Required: Transaction Reference ID, operation execution result indication, requested data.
Outputs, Optional: None.

* * * * Next change * * * *
[bookmark: _Toc68062465][bookmark: OLE_LINK72][bookmark: OLE_LINK71]5.2.6.22.2	Nnef_AMPolicyAuthorization_Create service operation
Service operation name: Nnef_AMPolicyAuthorization_Create
Description: Authorizes the request and triggers an Npcf_AMPolicyAuthorization_Create, potentially translating GPSI to SUPI.
Inputs, Required: GPSI.
Inputs, Optional: Throughput requirements, service coverage requirements, policy duration, AF External Application Identifier, subscribed event.
The subscribed event includes Event ID as specified in Nnef_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Success or Failure.
Outputs, Optional: Identification of the created application context, the inputs that can be accepted by the PCF.


* * * * Next change * * * *
[bookmark: _Toc68062473][bookmark: OLE_LINK52][bookmark: OLE_LINK53][bookmark: OLE_LINK36][bookmark: OLE_LINK35]5.2.6.23.2	Nnef_AMInfluence_Create operation
Service operation name: Nnef_AMInfluence_Create
Description: Authorize the request for AM policy influence and store the request data in the UDR, potentially translating GSPI to SUPI and External Group Identifier to Internal Group Identifier.
Inputs, Required: AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs, Optional: SUPI, GPSI, DNN, S-NSSAI, External Group Identifier, application identifier or traffic filtering information, AF Service Identifier, throughput requirements, service coverage requirements, policy duration, AFExternal Application Identifier, subscribed event.
The subscribed event includes Event ID as specified in Nnef_AMInfluence_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

* * * * Next change * * * *

[bookmark: _Toc68062616][bookmark: _Toc51835375][bookmark: _Toc47593288][bookmark: _Toc45193656]5.2.19.2.2	Naf_EventExposure_Subscribe service operation
Service operation name: Naf_EventExposure_Subscribe
Description: The consumer NF subscribes the event to collect AF data for UE(s), group of UEs, or any UE, or updates the subscription which is already defined in AF.
Input, Required: Target of Event Reporting: external UE ID(s), External Group Identifier, or indication that any UE is targeted, (set of) Event ID(s), Notification Target Address (+ Notification Correlation ID) and Event Reporting Information as defined in Table 4.15.1-1, Expiry time.
Input, Optional: NF ID, Event Filter(s) associated with each Event ID, (set of) External Application Identifier(s), Subscription Correlation ID (in the case of modification of the existing subscription).
NOTE:	In the case of untrusted AF, NEF ID is used as NF ID.
Output, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID.
Output, Optional: First corresponding event report is included, if corresponding information is available (see clause 4.15.1).


* * * * End of changes * * * *
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